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1. Aims
This remote learning policy for staff aims to:

· Ensure consistency in the approach to remote learning for pupils
· Set out expectations for all members of the school community with regards to remote learning
· Provide appropriate guidelines for data protection
2. Roles and responsibilities
2.1 Teachers

In the event of a class/bubble having to isolate at home, teachers are responsible for providing a remote learning offer. When providing remote learning, teachers will be available between normal working hours. If they are unable to work for any reason during this time, for example due to sickness or caring for a dependent, they should report this using the normal absence procedure. 

What work needs to be set? 

· Teachers need to provide remote learning resources for the children in their class. 
· There should be an online and paper based offer for children self-isolating. 

· Children should have access to 5 maths lessons, 5 English lessons, and a combination of discrete foundations lessons and projects that equate to 5 lessons. Daily tasks for practising times tables and spellings/phonics should also be set. 
· Weekly overviews should be added to the shared file as normal. 

What should remote learning look like? 

· Lessons should use the same L.O. and work system formats as shown in the teaching and learning policy. 
· Lesson sequences should be on one PowerPoint and not individual documents. 
· Teachers should add additional notes and explanations to PowerPoints for parents. This could be in the form of speech/thought bubbles for example. 
· Default fonts (Arial, Calibri, Comic Sans) should be used to ensure that resources are accessible for remote learning. 
When does work need to be set?

· Teachers will use the first day of isolation to prepare a 5-day sequence of lessons and resources for week 1. 

· Teachers will then prepare for week 2 during their normal working hours of week 1. 

· Marking and feedback should be completed during normal working hours. 

· Welfare calls should be made twice weekly during normal working hours. Contact numbers can be found on Teachers 2 Parents. Staff should add 141 to all contact so that their number is withheld. Any additional costs can be claimed back. 
How will work be shared with children? 
· Techers will be provided access to Teachers2Parents.

· Using Teachers2Parents, teachers will be able to email resources to parents via the school email address. Therefore, there is no need for teachers to use their own school email accounts. 
· Completed work will be emailed by parents to support@whprimary.com and forwarded on to the appropriate teacher. 
What will marking and feedback look like? 

· Marking and feedback should follow the school’s marking and feedback policy.
· Symbols should be used in place of physical marking ((  ( ().
· Marked work can be sent back to pupils using Teachers2Parents. 

How often should contact be made with the parents/carers of children who are?

· Calls should be made for each child twice each week. 
· Teachers should ask: 
· How is the child doing generally? 
· How is the child managing the work?
· Does the child/parent need any further resources or support from school? 
How available are staff expected to be?
· All staff should be contactable via phone and email during normal working hours. 

· All staff should check their emails periodically throughout the day. 

· All staff should attend staff meetings virtually. 

· All planning, resources, marking, emails and phone calls should be done during normal working hours. 
2.2 Teaching assistants
In the event of a class/bubble having to isolate at home, teaching assistants are responsible for supporting teachers in providing a remote learning offer. When providing remote learning, teaching assistants will be available between normal working hours. If they are unable to work for any reason during this time, for example due to sickness or caring for a dependent, they should report this using the normal absence procedure. 

What work needs to be set? 

· Teaching assistants are to support teachers in providing remote learning resources for the children in their class. 
· Teaching assistants are to support teachers in providing an online and paper based offer for children self-isolating. 

· Teaching assistants are to support teachers in providing children with learning resources across the curriculum. 

How available are staff expected to be?

· All staff should be contactable via phone and email during normal working hours. 

· All staff should check their emails periodically throughout the day. 

· All staff should attend staff meetings virtually. 

· All planning, resources, marking, emails and phone calls should be done during normal working hours. 

3. Safeguarding 
All staff are responsible for the safeguarding of all children as outlined in the safeguarding policy. 
4. Who to contact 
If staff have any questions or concern about remote learning, they should speak to their department head first. 
5. Data protection
5.1 Accessing personal data

When accessing personal data for remote learning purposes, all staff members will:
· Use Teachers2Parents to access parental information

· Use 141 in front of any number, if a call is made to a parent from a personal device (costs can be claimed back from school if necessary). 

· Remind parents of the school privacy policy document
5.2 Processing personal data

Staff members may need to collect personal data, such as email addresses, as part of the remote learning system. 

Staff are reminded to collect as little personal data as possible online and to use school communication systems, not personal details or devices.

5.3 Keeping devices secure

All staff members will take appropriate steps to ensure their devices remain secure. This includes, but is not limited to:

· Keeping the device password-protected – strong passwords are at least 8 characters, with a combination of upper and lower-case letters, numbers and special characters (e.g. asterisk or currency symbol)

· Ensuring the hard drive is encrypted – this means if the device is lost or stolen, no one can access the files stored on the hard drive by attaching it to a new device

· Making sure the device locks if left inactive
· Not sharing the device among family or friends

· Installing antivirus and anti-spyware software

· Keeping operating systems up to date – always install the latest updates
· See the school’s acceptable use policy, online safety policy and GDPR policy for more information
6. Monitoring arrangements

This policy will be reviewed termly by Paul Gingell. At every review, it will be approved by Alan Scarr and shared with the governing body.
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